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Introduction

In today’s world where data privacy is of utmost importance, malwares
are a major threat not just for big organizations but anyone who is an
active computer user. Most of you might remember the wannacry
ransomware attacks that happened in May 2017 that affected more than
300,000 computers across 150 countries resulting in a total damage of
billions of dollars. A malware is a program or file that is designed to
damage or gain control to a computer. Once installed, the attacker can
spy your online activities or can use your system to attack others. A
S e s e e St
not just Windows systems but Mac com . 3:1'3- Malware can infect

puters, tablets, smart phones.

Different Types of Malwares

a. Viruses
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